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1
Introduction

TS 23.501 currently provides that:
“The S-NSSAIs in the Configured NSSAI for the HPLMN, at the time when they are provided to the UE, shall match the Subscribed S-NSSAIs for the UE. When the Subscribed S-NSSAI(s) are updated (i.e. removing an old and/or adding a new) and it is applicable to the Serving PLMN the UE is registered in as described in clause 5.15.3 , the AMF may update the UE with the Configured NSSAI of the Serving PLMN and/or Allowed NSSAI and/or the associated mapping with Configured NSSAI for the HPLMN.”

The problem with the sentence above is that only the configured NSSAI for the current serving PLMN will be updated to match the new subscription information. If the UE is not reachable at the time of subscription change, and also when the UE visits another PLMN different from the HPLM, and it has a Configured NSSAI stored for this PLMN, this will therefore be out of date. Any allowed NSSAI for the PL MNs is also out of date. A UE can in fact store the Configured NSSAI for several PLMNs, and Allowed NSSAI for more than one PLMN, in addition to the current PLMN, so that the UE needs not be configured with the Configured NSSAI or can work of the last obtained allowed NSSAI when returning to these PLMNs. The TS 23.501 in fact says:

“The Configured NSSAI for the Serving PLMN includes the S-NSSAI values which can be used in the Serving PLMN and may be associated with mapping of each S-NSSAI of the Configured NSSAI to one or more corresponding S-NSSAI values in the Configured NSSAI for the HPLMN.”
“When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN only includes and uses S-NSSAIs applying to this PLMN, possibly associated with mapping of each S-NSSAI of the Requested NSSAI to the S-NSSAIs of the Configured NSSAI for the HPLMN i.e. part of the Configured and/or Allowed NSSAIs applicable for this PLMN. Upon successful completion of a UE's Registration procedure over an Access Type, the UE obtains an Allowed NSSAI for this Access Type, which includes one or more S-NSSAIs, from the AMF, possibly associated with mapping of Allowed NSSAI to Configured NSSAI for the HPLMN. These S-NSSAIs are valid for the current Registration Area and Access Type provided by the AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU Sessions)”
Then

“-
When the UE is provisioned with a Configured NSSAI for a PLMN and/or the associated mapping of this Configured NSSAI to the Configured NSSAI for the HPLMN, the Configured NSSAI and/or if present, the associated mapping shall both be stored in the UE until a new Configured NSSAI for this PLMN and/or the associated mapping are provisioned in the UE:

-
When provisioned with a new Configured NSSAI for a PLMN and/or the new associated mapping of this Configured NSSAI to the Configured NSSAI for the HPLMN, the UE shall:

-
replace any stored (old) Configured NSSAI for this PLMN with the new Configured NSSAI for this PLMN; and

-
delete any stored associated mapping of this old Configured NSSAI for this PLMN to the Configured NSSAI for the HPLMN and, if present, store the associated mapping of this new Configured NSSAI to the Configured NSSAI for the HPLMN; and

-
delete any stored Allowed NSSAI and associated mapping as well as rejected S-NSSAI for this PLMN;
NOTE 2:
It is expected that the UE keeps storing a received Configured NSSAI for a PLMN and associated mapping to the Configured NSSAI for the HPLMN even when registering in another PLMN. However, the number of Configured NSSAI and associated mapping to be kept stored in the UE for PLMNs other than the HPLMN is up to UE implementation.”

Also:
“If received, the Allowed NSSAI for a PLMN and Access Type and any associated mapping of this Allowed NSSAI to the Configured NSSAI for the HPLMN shall be stored in the UE. The UE should store this Allowed NSSAI and any associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN also when the UE is turned off;

NOTE 3:
Whether the UE stores the Allowed NSSAI and any associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN also when the UE is turned off is left to UE implementation.”
“If the VPLMN performs the configuration update of a UE registered in the VPLMN (e.g. due to a change in the Subscribed S-NSSAI(s)), this results in updates to the Configured NSSAI for the Serving PLMN and/or to the associated mapping of the Configured NSSAI for the Serving PLMN to the Configured NSSAI for the HPLMN. Updates to the Allowed NSSAI and/or to the associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN are also possible if the configuration update affects S-NSSAI(s) in the current Allowed NSSAI.”

It can be noted that the UE replaces only the configured NSSAI for the current PLMN when the Configured NSSAI changes. This is the correct behaviour when the change is due to a VPLMN decision for the VPLMN. However, when the change is due to subscription changes, the STORED Configured NSSAIs and mappings to the S-NSSAI values in the Configured NSSAI for the HPLMN for Other PLMNs also becomes invalid and stale. However, the AMF in other PLMNs are not receiving the updated to subscription while serving the UE, nor are aware this had changed, so these PLMNs will not trigger a Configured NSSAI change due to subscription change. This means the UE will not be properly configured when returning to these PLMNs and this misconfiguration may not be detectable if e.g. the UE requests valid S-NSSAIs in the Requested NSSAI.
Similar considerations can aply to any stored allowed NSSAI in the UE which was obtained based on old subscription information.
This paper proposes a solution to this issue

2
Proposed solution
In TS 23.501 clause 5.15.5.2.1
on “Registration to a set of Network Slices” it is stated:

(*) “When no Requested NSSAI was included or when an S-NSSAI was rejected in the PLMN, the AMF may update the UE slice configuration information for the PLMN as described in clause 5.15.4.2.”
The UE typically includes no Requested NSSAI in a VPLMN registration request when it has no configuration for the VPLMN. The VPLMN, if applicable, then configures the UE with the Configured NSSAI for the PLMN, in addition to providing an allowed NSSAI based on the default slices in the UE subscription.
It is therefore proposed that:

If the subscription changes while the UE is reachable in a PLMN, the UDM updates the AMF with the new  subscription information and this triggers the AMF to issue a UE Configuration Update indicating to the UE network slicing subscription has changed. 

If the subscription changes while the UE is not rechable in a PLMN,  a flag is kept in the UDR to record that the UE network slicing configuration update has occurred and the UE is not yet up to date. When the UE is reachable next (i.e. at the first registration of the UE in a PLMN subsequent the UE becoming unreachable) the UDM updates the AMF with an indication that the UE Network slicing subscription has changed and this is reported to the UE in the registration accept.. This triggers the AMF to issue a UE Configuration Update indicating to the UE network slicing subscription has changed.
When the UE receives in a e indication that the Network Slicing subscription has changed, the UE:

1) locally deletes the Network Slicing Configuration Information  and allowed NSSAI it has for allPLMNs (i.e. so when it registers in other PLMNs it then sends no requested NSSAI and then the text in (*) above applies and updates the configuration for the serving PLMN based on the information it receives 
2) If it needs URSP to use the new configuration, it waits for an updated URSP (UE Route and access Selection policy) before performing a new Registration procedure, as the URSP also changes when the US subscription to S-NSSAIs has changed.

3) The UE reports a successful update to the AMF by means of a registration procedure indicating the network slicing information is up to date for the serving PLMN and it has clean up the slicing information for other PLMNs, when the AMF has indicated at initial registration a subscription udate has happened. This is used to reset the flag in the UDR..
If the changes to configurationthe UE receives do not indicate any change in UE subscription,, i.e. the are due only to serving PLMN reason, the UE just updates the information for the serving PLMN with no consequences for the configuration for other PLMNs.
3
Proposal
It is proposed that the solution here above is adopted to resolve the problem. A CR in S2-185412 is also proposed to update TS 23.501 and  in S2-185417 for TS 23.502
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